
CS  Lucas  Software  Version
Information
Our treasury management system uses a multitude of  embedded software to
support  our  solution,  and  from  time  to  time,  security  vulnerabilities  are
discovered within these products. These products release patches to resolve or
mitigate security vulnerabilities found in their software which are announced via
email  security  bulletins.  We keep  up-to-date  on  these  bulletins;  log  relevant
vulnerabilities, perform a risk assessment and decide if and when the patches will
be applied to our TMS – and released to you.

The versions are reviewed monthly and updated below as changes occur. 

Product Edition Infra Release/Build End-of-Support

CS Lucas Application W6 s601 108 Not yet announced

CS Lucas Application W6 s505 107 31-Dec-25

CS Lucas Application W6 s505 106 31-Dec-25

CS Lucas Application W5 s505 105 31-Dec-25

IBM Websphere
Application Server

s601 8.5.5.27 10-Feb-27

IBM HTTPS Server s601 9.0.5.24 17-Jun-27

IBM DB2 s601 11.5.9 SB 62071
30-Apr-27

30-Apr-31 (Extended)

Windows Server 2022 s601 2022 14-Oct-31 (Extended)

IBM Websphere
Application Server

s505 8.5.5.23/24 17-Jul-25

IBM HTTPS Server s505 8.5.5 31-Dec-25

IBM DB2 s505 11.5.8
30-Apr-27

30-Apr-31 (Extended)

Windows Server s505 2022 14-Oct-31 (Extended)

Windows Server s505 2016 12-Jan-27 (Extended)

https://www.cslucas.com/new-software-patches-for-cs-lucas-tms/
https://www.cslucas.com/new-software-patches-for-cs-lucas-tms/
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